November 19, 2010

To: The National Telecommunications and Information Administration
Re: Docket No. 100910448-0448-01 – Inquiry on Copyright Policy, Creativity, and Innovation in the Internet Economy
Adult entertainment studio Pink Visual submits the following comments to the U.S. Department of Commerce/ National Telecommunications and Information Administration regarding Docket No. 100910448-0448-01, the “Inquiry on Copyright Policy, Creativity, and Innovation in the Internet Economy.”

As a content creator, rights-holder and website/application developer, Pink Visual has benefitted greatly from a wide variety of communications technologies, including developments in wireless technology that have facilitated the distribution of our content to the rapidly expanding mobile device market. As such, we certainly don’t want to see technological development stifled by regulation or statute. We also have seen how easy it is for digital content to be pirated using the very same technologies that we use to distribute our content legitimately, however, and we have felt firsthand the profoundly negative impact that piracy has visited upon the entire entertainment industry, adult and ‘mainstream’ alike.

Through conversation and correspondence with other copyright owners, we have found that many of our peers share our dissatisfaction with the ‘take-down’ remedies available under the Digital Millennium Copyright Act. Using the DMCA take-down provisions amounts to playing a large scale game of “whack-a-mole,” in which rights-holders have to police the Internet to locate infringement, then notify the relevant ISPs/OSPs, including “user-generated” content (UGC) sites, in order to facilitate take-down of the content, only to see additional pieces of our work infringed upon on the same website(s) again and again thereafter.
The most persistent complaint about DMCA take-down process stems from the fact that the rights-holders themselves must initiate all such take-downs, while the third-party operators of sites/networks to which the infringing content is uploaded essentially have no responsibility to proactively prevent such material from being uploaded to their sites, so long as they otherwise comply with the safe harbor provisions of the DMCA. From the perspective of a rights-holder, the existing take-down DMCA procedure is manifestly unfair, as it gives far more weight to potential fair use than it does actual and ongoing copyright infringement.

While digital fingerprinting software and other image-recognition protocols capable of ‘spidering’ websites can ease the process of locating and responding to infringement through some online distribution channels, many websites and other types of online content distribution platforms typically cannot be effectively scanned by such technologies. “Cyber lockers,” for example, are difficult to review effectively using any automated means, making it necessary for rights-holders to review them manually, a process that is time-consuming, inefficient, and far from comprehensive in its reach.

The global scope of the Internet also significantly mitigates the efficacy of legal action targeting copyright infringement, as many of the most egregious offenders are simply beyond the reach of the courts and/or law enforcement, American or otherwise.

The Combating Online Infringements and Counterfeits Act (COICA) recently introduced in the U.S. Senate has been presented as an attempt to supply some relief to beleaguered rights-holders, but in our opinion, the proposed law is far too broad in scope, and lacks provisions that would prevent it from being applied capriciously. Metaphorically speaking, COICA is a policy sledgehammer, when a scalpel is the tool we need. Rather than enacting a new statute like COICA, revising and clarifying a few provisions of the DMCA would be a wise first step in addressing the problem of rampant online piracy.

For example, §512 (i) of DMCA states in pertinent part that “The limitations on liability established by this section shall apply to a service provider only if the service provider….has adopted and reasonably implemented, and informs subscribers and account holders of the service provider's system or network of, a policy that provides for the termination in appropriate circumstances of subscribers and account holders of the service provider's system or network who are repeat infringers; and….  accommodates and does not interfere with standard technical measures.”
This requirement, while generally sensible, is simply too vague. It provides no guidance or example of what would be a reasonable repeat infringer policy for ISPs/OSPs to adopt, offers no specificity as to how subscribers and account holders should be notified about the policy, and leaves other crucial details unaddressed, as well. 
If the ISP/OSP in question is an UGC website, must the operator of that site post the terms of its repeat infringer policy on the website itself? Once a repeat infringer’s account has been terminated, is there any responsibility on the part of the ISP/OSP in question to prevent that user from establishing a new account through which to upload additional infringing material? The statute does not address these questions, leaving them for the court to sort out, at great cost to all parties involved.
In its current form, the safe harbor afforded to ISPs/OSPs (through §512 of the DMCA and §230 of the Communications Decency Act) arguably has the effect of facilitating conspiracy to commit copyright infringement on the part of UGC site operators, as well as a framework for the circumvention of other federal laws. This is because indemnifying UGC site operators against liability with respect to content uploaded by end-users raises the rather obvious possibility of coordinating the upload of infringing materials by third parties, or a “person other than the service provider,” to put it in the language of the statute. 
In the case of UGC sites in the adult entertainment sector, the safe harbor provisions of these statutes also arguably provide for UGC site operators to distribute sexually explicit content without concern for compliance with §18 USC 2257, the statute requiring that producers (a term whose definition is far broader under this statute than it is in the dictionary) of depictions of “actual sexually explicit conduct” maintain age-verification records with respect to the performers who appear in such depictions. After all, if they are not responsible for the content displayed on their sites that was uploaded by a third party with respect to copyright or obscenity concerns, how can UCG site operators be legally responsible for maintaining age-verification records relevant to that same content?
We recognize that closing the ‘loopholes’ described above must be done with great caution to avoid stifling free expression, fair use and further development of communications technology and new content distribution platforms, but the current state of affairs with respect to online piracy in simply untenable for rights-holders. While we believe that a measure like COICA constitutes overkill and a step in the wrong direction, we also believe that there is room for improvement in the DMCA. In seeking a better balance between enforcement of copyrights, respect for free expression and the development of online technologies, a Congressional rethinking of the DMCA is therefore the appropriate starting point. 

Perhaps the domain blocking/suspension aspects of COICA could be adopted into the DMCA, such that once a rights-holder has established that any given OSP/ISP is itself a repeat infringer of copyright, and/or is in engaged in a conspiracy to circumvent copyright law, the court could order that OSP/ISP to cease such activities or face being shut down, blocked, or otherwise rendered inoperative in the jurisdiction(s) at issue. This approach would provide due process for the accused, alleviate concern about the government applying the law arbitrarily by making it a matter of private, civil action, and provide rights-holders at least some relief from the frustrations inherent to the previously mentioned “whack-a-mole” routine stemming from the current DMCA take-down process.
Pink Visual applauds the effort by the U.S. Department of Commerce and NTIA to address the difficult and substantial question of how to better protect intellectual property rights while providing for continued innovation and freedom of expression online. We appreciate the opportunity to be heard on these subjects, and hope that our feedback has added value to the conversation.
Respectfully,

The Management and Staff of Pink Visual
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